
ROUTER

FIRE
WALL

SERVER

TAP

PROBE

CSU

of network databases are already 
       97% infected.

of mobile users 
have experienced 
mobile cyber crime 
last year.

83% OF DIRECT 

FINANCIAL COSTS 

ARE A RESULT OF 

CYBER FRAUD, 

REPAIRS, THEFT 

AND LOSS. 

Attackers hide inside enterprise 
networks for months or even 
years before being discovered.

Protection based on the rules 
provided by the administrators.  
Keeping them current is a 
challenge, as are the inevitable 
exceptions that can allow 
unintended access.

If a server is compromised, all 
of its contents including files 
may become available to
steal or manipulate at will.

“Test Acess Port”
A non intrusive method to see 
traffic on the network.

Cyber adAPT® observes network 
traffic at line rate speeds up to 
40 gbps.

Cyber adAPT® collects and 
stores metadata thus growing 
the system’s intelligence by
establishing host behavior 
baselines.

$

12 cybercrime victims every second. 

Real-Time deep packet and
 session analysis.

Behavior based approach 
identifying abnormal behavior.

Multi-tier analytics correlation 
engine detects advanced tactics.

Historic forensics meta-data 
collected and stored.

719 cybercrime victims every minute. 

43,144 cybercrime victims per hour. 

More than 1 million per day.

Illuminating Today for a 
Fearless Tomorrow

http://www.cyberadapt.com          SOURCE: MANDIANT M-Trends® 2015
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